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Introduction 9-9.30
Data collection, documentation and metadata 9.30 - 9.50
Storage and backup 9.50 - 10.10
Ethics and legal issues 10.10-10.30
Break 10.30 - 10.45
Selection and preservation 10.45 - 11.05
Data sharing 11.05 - 11.25
Responsibilities and resources 11.25 - 11.45
Closing exercise 11.45 - 12.00

Programme



Warming up exercises

- Age
- Have you already written a DMP
- Have you ever ‘lost’ data? 
- Did you ever NOT have access to a dataset you needed?
- My data is ready to re-use



INTRODUCTION
(Gwen)



What is Research Data 
Management?

Create

Document

Use

Store

Share

Preserve

“the active management and 
appraisal of data over the 
lifecycle of scholarly and 

scientific interest”

Data management is 
part of 

    good research 
practice





NON PECUNIAE 
INVESTIGATIONIS 

CURATORE 
SED VITAE FACIMUS 

PROGRAMMAS DATORUM 
PROCURATIONIS

Why manage data?
(Not for the research funder, but for life we make data 
management plans)

•Make your research easier

•Stop yourself drowning in irrelevant stuf

•Save data for later

•Avoid accusations of fraud or bad science

•Write a data paper

•Share your data for re-use

•Get credit for it



It’s part of good research 
practice



Cut down on academic fraud

www.nature.com/news/2011/111101/full/479015a.html 

http://www.nature.com/news/2011/111101/full/479015a.html


Validation of results

www.guardian.co.uk/politics/2013/apr/18/uncovered-
error-george-osborne-austerity

“It was a mistake in a 
spreadsheet that could have 
been easily overlooked: a few 
rows left out of an equation to 
average the values in a 
column.

The spreadsheet was used to 
draw the conclusion of an 
influential 2010 economics 
paper: that public debt of 
more than 90% of GDP slows 
down growth. This conclusion 
was later cited by the 
International Monetary Fund 
and the UK Treasury to justify 
programmes of austerity that 
have arguably led to riots, 
poverty and lost jobs.”

http://www.guardian.co.uk/politics/2013/apr/18/uncovered-error-george-osborne-austerity
http://www.guardian.co.uk/politics/2013/apr/18/uncovered-error-george-osborne-austerity


More scientific 
breakthroughs

www.nytimes.com/2010/08/13/health/research/13alzheimer.html?pagewanted=all&_r=0 

“It was unbelievable. Its 
not science the way most 

of us have practiced in 
our careers. But we all 
realised that we would 
never get biomarkers 
unless all of us parked 

our egos and intellectual 
property noses outside 

the door and agreed that 
all of our data would be 
public immediately.”   

Dr John Trojanowski, University of  Pennsylvania

http://www.nytimes.com/2010/08/13/health/research/13alzheimer.html?pagewanted=all&_r=0


A citation advantage

A study that analysed the citation counts of 10,555 papers on 
gene expression studies that created microarray data, showed:

“studies that made data available in a public 
repository received 9% more citations than similar 

studies for which the data was not made available” 

Data reuse and the open data citation advantage, 
Piwowar, H. & Vision, T.  https://peerj.com/articles/175  

https://peerj.com/articles/175


Increased use and economic 
benefit

Up to 2008

• Sold through the US Geological 
Survey for US$600 per scene

• Sales of 19,000 scenes per 
year

• Annual revenue of $11.4 million

Since 2009
• Freely available over the internet

• Google Earth now uses the 
images

• Transmission of 2,100,000 
scenes per year.

• Estimated to have created value 
for the environmental 
management industry of $935 
million, with direct benefit of 
more than $100 million per year 
to the US economy

• Has stimulated the development 
of applications from a large 
number of companies worldwide

The case of NASA Landsat satellite imagery of the Earth’s 
surface: 

http://earthobservatory.nasa.gov/I
OTD/view.php?id=83394&src=ve
 

http://earthobservatory.nasa.gov/IOTD/view.php?id=83394&src=ve
http://earthobservatory.nasa.gov/IOTD/view.php?id=83394&src=ve




Open Data doesn’t just happen - data management planning helps!

▪ What data will be created (format, types, volume...)

▪ Standards and methodologies to be used, 

documentation

▪ How ethics and Intellectual Property will be 

addressed

▪ Plans for storage and back-up

▪ Plans for data sharing and access 

▪ Strategy for long-term preservation

Create

Document

Use

Store

Share

Preserve





Data Management Plans

- Short
- Usable
- 1st version at the start of the project
- Updated during the project
- Internal and/or external use
- Covers all types of data created but not all 

datasets! 



Exercise

- Use the Lithuanian Research Council Template 
before you

- Keep your own project in mind, or if not 
applicable, a project you’ve worked on in the past

- As we discuss each section, fill in (briefly) the part 
of the DMP template that corresponds with it

- You may not always be able to fill the section in, 
that’s ok! 





Data collection
Documentation and metadata

(Helene)



A. Data Collection
1. What data will you collect or create?

1.1. Are there any existing data that you can re-use?
1.2. What type, format and volume of data?



Data Collection
What data will you collect or create?

●What type, format and volume of data?
●Do your chosen formats and software enable sharing and long-term access to the 
data?
●Are there any existing data that you can reuse?

Give a brief description of the data, including any existing data or third-party 
sources that will be used, in each case noting its content, type and coverage. 
Outline and justify your choice of format and consider the implications of data 
format and data volumes in terms of storage, backup and access.



Data Collection
How will the data be collected or created?

●What standards or methodologies will you use?
●How will you structure and name your folders and files?
●How will you handle versioning?
●What quality assurance processes will you adopt?

Outline how the data will be collected/created and which community data standards (if any) will be 
used. Consider how the data will be organised during the project, mentioning for example naming 
conventions, version control and folder structures. Explain how the consistency and quality of 
data collection will be controlled and documented. This may include processes such as calibration, 
repeat samples or measurements, standardised data capture or recording, data entry validation, peer 
review of data or representation with controlled vocabularies.





https://www.fosteropenscience.eu/learning/managing-and-sharing-research-data 

https://www.fosteropenscience.eu/learning/managing-and-sharing-research-data


https://www.fosteropenscience.eu/learning/managing-and-sharing-research-data 

https://www.fosteropenscience.eu/learning/managing-and-sharing-research-data


https://www.fosteropenscience.eu/learning/managing-and-sharing-research-data 

https://www.fosteropenscience.eu/learning/managing-and-sharing-research-data


Documentation and Metadata
What documentation and metadata will accompany the data?

●What information is needed for the data to be to be read and interpreted in the future?
●How will you capture / create this documentation and metadata?
●What metadata standards will you use and why?

Describe the types of documentation that will accompany the data to help secondary users to understand 
and reuse it. This should at least include basic details that will help people to find the data, including who 
created or contributed to the data, its title, date of creation and under what conditions it can be accessed.
Documentation may also include details on the methodology used, analytical and procedural information, 
definitions of variables, vocabularies, units of measurement, any assumptions made, and the format 
and file type of the data. Consider how you will capture this information and where it will be recorded. 
Wherever possible you should identify and use existing community standards.



YES, MAYBE OR NO?

If you are a capable 
researcher, you know 
what the standards in 
your field are - there’s 
no need to describe 
them in detail in my 
DMP.



Data organisation

http://datasupport.researchdata.n
l/en/start-de-cursus/iii-onderzoe
ksfase/organising-data

http://datasupport.researchdata.nl/en/start-de-cursus/iii-onderzoeksfase/organising-data/
http://datasupport.researchdata.nl/en/start-de-cursus/iii-onderzoeksfase/organising-data/
http://datasupport.researchdata.nl/en/start-de-cursus/iii-onderzoeksfase/organising-data/


https://www.cessda.eu/Research-Infrastructure/Training/Expert-Tour-Guide-on-Data-Management/2.-Organise-Document/File-
naming-and-folder-structure 



https://www.cessda.eu/Research-Infrastructure/Training/Expert-Tour-Guide-on-Data-Management/2.-Organise-Document/File-
naming-and-folder-structure 



http://www.dcc.ac.uk/resources/subject-
areas/social-science-humanities 





http://www.dcc.ac.uk/resources/metadata-
standards/disciplinary/materials-science 



http://rd-alliance.github.io/metadata-directory/subjects/ 



http://rd-alliance.github.io/metadata-
directory/subjects/materials-science.html 



Exercise



Storage and backup
(Gwen)



B. Storage and Backup
2. How will the data be stored and backed up during the project?

2.1. Where will the data be stored?
2.2. How will the data be recovered in the event of an incident? Will the data be backed up?



B. Storage and Backup
3. How will you manage access and security?

3.1. What are the risks to data security and how will these be managed?
3.2. How will you ensure that project partners (if applicable) can access your data securely?



If you want to keep data 
‘safe’ before sharing it 
(for example, during 
your research), it’s best 
to keep it offline on a 
USB stick or a local 
server. 

YES, MAYBE OR NO?



Storage and Backup
How will the data be stored and backed up during the 
research?
●Do you have sufficient storage or will you need to include charges for additional services?
●How will the data be backed up?
●Who will be responsible for backup and recovery?
●How will the data be recovered in the event of an incident?

State how often the data will be backed up and to which locations. How many copies are being made? Storing data on laptops, 

computer hard drives or external storage devices alone is very risky. The use of robust, managed storage provided by university IT 

teams is preferable. Similarly, it is normally better to use automatic backup services provided by IT Services than rely on manual 
processes. If you choose to use a third-party service, you should ensure that this does not conflict with any funder, institutional, 

departmental or group policies, for example in terms of the legal jurisdiction in which data are held or the protection of sensitive data.



Storage and Backup
How will you manage access and security?

●What are the risks to data security and how will these be managed?
●How will you control access to keep the data secure?
●How will you ensure that collaborators can access your data securely?
●If creating or collecting data in the field how will you ensure its safe transfer into your main secured systems?

If your data is confidential (e.g. personal data not already in the public domain, confidential information or trade secrets), 
you should outline any appropriate security measures and note any formal standards that you will comply with e.g. ISO 
27001."



Storing data: what is 
meant?Storing and backing 
up files while research 

is active

Likely to be on a 
networked filestore or 

hard drive
Easy to change or 

delete

Archiving or 
preserving data in 

the long-term

Likely to be 
deposited in a 

digital repository
safeguarded and 

preserved



Archiving, repositories, ehm?
Select a data repository that will 
preserve your data, metadata and 
possibly tools in the long term. 
It is advisable to contact the repository 
of your choice when writing the first 
version of your DMP. 
Repositories may ofer guidelines for 
sustainable data formats and metadata 
standards, as well as support for dealing 
with sensitive data and licensing.



Where to find a repository?

More information: https://www.openaire.eu/opendatapilot-repository
Zenodo: http://www.zenodo.org 
Re3data.org: http://www.re3data.org 



How to select a 
repository? Main criteria for choosing a data repository:

Certification as a ‘Trustworthy Digital Repository’, 
with an explicit ambition to keep the data 
available in the long term. 

•Three common certification standards for TDRs:

Data Seal of Approval: http://datasealofapproval.org/en
nestor seal: 
http://www.langzeitarchivierung.de/Subsites/nestor/EN/nestor-
Siegel/siegel_node.html
ISO 16363: http://www.iso16363.org 



How to select a repository? 
(2)
•Matches your particular data needs: e.g. formats 
accepted; mixture of Open and Restricted Access.

•Provides guidance on how to cite the data that has been 
deposited.

•Gives your submitted dataset a persistent and globally 
unique identifier: for sustainable citations – both for data 
and publications – and to link back to particular 
researchers and grants. 













Exercise



Ethics and Legal issues
(Helene)



Ethics and Legal Compliance
How will you manage any ethical issues?

●Have you gained consent for data preservation and sharing?
●How will you protect the identity of participants if required? e.g. via anonymisation
●How will sensitive data be handled to ensure it is stored and transferred securely?

Ethical issues affect how you store data, who can see/use it and how long it is kept. Managing 
ethical concerns may include: anonymisation of data; referral to departmental or 
institutional ethics committees; and formal consent agreements. You should show that 
you are aware of any issues and have planned accordingly. If you are carrying out research 
involving human participants, you must also ensure that consent is requested to allow data to 
be shared and reused.



Ethics and Legal Compliance
How will you manage copyright and Intellectual Property Rights (IPR) 
issues?

●Who owns the data?
●How will the data be licensed for reuse?
●Are there any restrictions on the reuse of third-party data?
●Will data sharing be postponed / restricted e.g. to publish or seek patents?

State who will own the copyright and IPR of any data that you will collect or create, along with the 
licence(s) for its use and reuse. For multi-partner projects, IPR ownership may be worth covering in a 
consortium agreement. Consider any relevant funder, institutional, departmental or group policies on 
copyright or IPR. Also consider permissions to reuse third-party data and any restrictions needed on 
data sharing.



YES, MAYBE OR NO?

If I share my data 
(early), I’ll be 
scooped!



Pre-registration timestamps your work

http://help.osf.io/m/registrations/l/524205-register-your-project



Tips – share preprints too

•Early feedback on methods and initial findings
•Time to correct and mistakes before publishing 
•Recognition for your ideas by peers



www.dcc.ac.uk/resour
ces/how-

guides/license-
research-data 

Licensing research 
data This DCC guide outlines the pros 

and cons of each approach and 
gives practical advice on how to 
implement your licence.

CREATIVE COMMONS LIMITATIONS

NC Non-
Commercial

What counts as 
commercial?

ND No 
Derivatives

Severely restricts 
use

These clauses are not open licenses

Horizon 2020 Open 
Access guidelines 

point to:

or

 

CC-0 or CC-BY as a straightforward and effective way to make it possible for others to mine, exploit & reproduce data.



OpenAIRE guides on legal issues

https://www.openaire.eu/how-do-i-license-my-research-data



EUDAT licensing 
toolAnswer questions to determine which 

licence(s) are appropriate to use

http://ufal.github.io/public-license-selector 



https://www.fosteropenscience.eu/learning/data-protection-and-ethics 



https://www.fosteropenscience.eu/learning/open-licensing 



https://www.openaire.eu/sensitive-data-guide



Exercise



Selection and Preservation
(Gwen)



C. Selection and Preservation
4. Which data are of long-term value and should be retained and preserved?

4.1. What data must be retained/destroyed for contractual, legal, or regulatory purposes?
4.2. How long will the data be retained and preserved?



YES, MAYBE OR NO? 

It is important that 
you permanently 
archive every 
dataset you create. 



Selection and Preservation
Which data are of long-term value and should be retained, 
shared, and/or preserved?

●What data must be retained/destroyed for contractual, legal, or regulatory purposes?
●How will you decide what other data to keep?
●What are the foreseeable research uses for the data?
●How long will the data be retained and preserved?

Consider how the data may be reused e.g. to validate your research findings, conduct new studies, or for teaching. Decide 
which data to keep and for how long. This could be based on any obligations to retain certain data, the potential reuse 
value, what is economically viable to keep, and any additional effort required to prepare the data for data sharing and 
preservation. Remember to consider any additional effort required to prepare the data for sharing and preservation, such 
as changing file formats.



Selection and Preservation
What is the long-term preservation plan for the dataset?

●Where e.g. in which repository or archive will the data be held?
●What costs if any will your selected data repository or archive charge?
●Have you costed in time and effort to prepare the data for sharing / preservation?

Consider how datasets that have long-term value will be preserved and curated beyond the lifetime of the grant. Also 
outline the plans for preparing and documenting data for sharing and archiving. If you do not propose to use an established 
repository, the data management plan should demonstrate that resources and systems will be in place to enable the data 
to be curated effectively beyond the lifetime of the grant.



YES OR NO? 

Ultimately, as the 
‘creator’ of the 
research data, you 
are the one who 
gets to decide what 
to share and what 
not



Deciding which data need to be kept after the 
project ends

Five steps to follow

1.   Could this data be re-used

2.   Must it be kept as evidence or for legal reasons or must it be 
removed? 

3.   Should it be kept for its potential value 

4.   Consider costs – do benefits outweigh cost?

5.   Evaluate criteria to decide what to keep

5 steps to decide what data to keep
www.dcc.ac.uk/resources/how-guides/five-steps-decide-what-data-keep



What should be preserved and 
shared?• The data needed to validate results in scientific 

publications (minimally!).
• The associated metadata: the dataset’s creator, title, 

year of publication, repository, identifier etc.
– Follow a metadata standard in your line of work, or a 

generic standard, e.g. Dublin Core or DataCite, and be 
FAIR.

– A repository will assign a persistent ID to the dataset: 
important for discovering and citing the data. 



What should be preserved and shared? 
(2)• Documentation: code books, lab journals, informed consent 

forms – domain-dependent, and important for understanding 
the data and combining them with other data sources.

• Software, hardware, tools, syntax queries, machine 
configurations – domain-dependent, and important for using 
the data. (Alternative: information about the software etc.)

Basically, everything that is needed to replicate a 
study should be available. Plus everything that is 
potentially useful for others.



Exercise



Data sharing
(Helene)



D. Data Sharing
5. How will you ensure the availability and sharing of the data?

5.1. When will you make the data available?
5.2. How will potential users find out about data?

5.3. With whom will you share the data, and under what conditions?



Data Sharing
How will you share the data?

How will potential users find out about your data?

●With whom will you share the data, and under what conditions?

●Will you share data via a repository, handle requests directly or use another mechanism?

●When will you make the data available?

●Will you pursue getting a persistent identifier for your data?

Consider where, how, and to whom data with acknowledged long-term value should be made 
available. The methods used to share data will be dependent on a number of factors such as the type, 
size, complexity and sensitivity of data. If possible, mention earlier examples to show a track record 
of effective data sharing. Consider how people might acknowledge the reuse of your data.



Data Sharing
Are any restrictions on data sharing required?

●What action will you take to overcome or minimise restrictions?

●For how long do you need exclusive use of the data and why?

●Will a data sharing agreement (or equivalent) be required?

Outline any expected difficulties in sharing data with acknowledged long-term value, along with 
causes and possible measures to overcome these. Restrictions may be due to confidentiality, lack 
of consent agreements or IPR, for example. Consider whether a non-disclosure agreement would 
give sufficient protection for confidential data.



YES, MAYBE OR NO?

I don’t need to 
decide now if I 
want to share. I 
can wait and see 
what I want to do 
at the end of my 
project.



Sharing data: what is 
meant?

With collaborators 
while research is 

active

Data are mutable

(Open) data sharing

Data are stable, 
searchable, citable, 

clearly licensed 



Definition of Open Data

Open Data are online, free of cost, 
accessible data that can be used, 
reused and distributed provided 

that the data source is attributed.



How to make data open? 

1. Choose your dataset(s) 
• What can you open? You may need to revisit this step if 

you encounter problems later.

2. Apply an open license 

• Determine what IP exists. Apply a suitable licence e.g. CC-
BY

3. Make the data available 
• Provide the data in a suitable format. Use repositories.

 

4. Make it discoverable 
• Post on the web, register in catalogues…

https://okfn.org 



Findable – Assign persistent IDs, provide rich metadata, 
register in a searchable resource,... 

Accessible - Retrievable by their ID using a standard 
protocol, metadata remain accessible even if data aren’t...

Interoperable - Use formal, broadly applicable 
languages, use standard vocabularies, qualified 
references...

Reusable - Rich, accurate metadata, clear licences, 
provenance, use of community standards 

www.force11.org/group/fairgroup/fairprinciples 

Making data 
FAIR



https://ec.europa.eu/research/press/2016/pdf/opendata-infographic_072016.pdf



Tip – use 5 Star Open Data Model to explain 
FAIR

Tim Berners-Lee’s proposal for five star open data - http://5stardata.info 

make your stuff available on the Web (whatever format) under an open license

make it available as structured data (e.g., Excel instead of image scan of a table)

make it available in a non-proprietary open format (e.g., CSV instead of Excel)

use URIs to denote things, so that people can point at your stuff

link your data to other data to provide context



Options for open data

•Domain repository (first choice)
•General repository (Figshare, Zenodo)
•Institutional repository 
•Data journal
•Journal supplementary material



Tip – link data to other outputs for context 
(reuse)

To support validation 
and facilitate reuse

Open Data Open Code

Software created to 
analyse and/or visualise 

the data

Open Workflows

What steps were taken 
and in what order?





Exercise



Responsibilities and Resources
(Gwen)



E. Responsibilities and Resources
6. Who will be responsible for data management?

6.1. Who is responsible for implementing the DMP, and ensuring it is reviewed and revised?
6.2. Will data ownership and responsibilities for RDM be part of any consortium agreement or contract agreed between 

project partners (if applicable)?



E. Responsibilities and Resources
7. What human and other resources will you require to draft and deliver your DMP?

7.1. Is additional specialist expertise required?
7.2. Do you require hardware or software which is additional or exceptional to existing institutional provision?

7.3. Have you considered the charges that can be applied by data repositories?



Responsibilities and Resources
Who will be responsible for data management?

●Who is responsible for implementing the DMP, and ensuring it is reviewed and revised?

●Who will be responsible for each data management activity?

●How will responsibilities be split across partner sites in collaborative research projects?

●Will data ownership and responsibilities for RDM be part of any consortium agreement or contract agreed between 
partners?

Outline the roles and responsibilities for all activities e.g. data capture, metadata production, data quality, storage and 
backup, data archiving & data sharing. Consider who will be responsible for ensuring relevant policies will be respected. 
Individuals should be named where possible.



Responsibilities and Resources
What resources will you require to deliver your plan?

●Is additional specialist expertise (or training for existing staff) required?

●Do you require hardware or software which is additional or exceptional to existing institutional provision?

●Will charges be applied by data repositories?

Carefully consider any resources needed to deliver the plan, e.g. software, hardware, technical expertise, etc. Where 
dedicated resources are needed, these should be outlined and justified.



YES, MAYBE OR NO?

Open Data also means 
that the tools you use 
should be available at no 
or very small extra cost. 



Consider who else has a say about sharing 
data

• Collaborators

• Research participants

• Commercial partners

• Data repository

• Publishers

• Institutions, funders



Costs

https://www.openaire.eu/how-to-comply-to-h2020-
mandates-rdm-costs



Exercise



Exercise

Discuss your model DMP with your colleagues. 
Identify common discussion points
Briefly discuss with the whole group
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